
Cisco Secure Connect is a unified SASE solution combining SSE and Meraki SD-WAN capabilities designed to securely connect users, things, and applications. It offers a 
single solution for consistent access and increases productivity with improved connectivity and application performance while reducing risk and maintaining compliance.

Use Cases:

Secure Private Access (SPA): Define policy to control branch workers access to 
private apps behind data center, private or public cloud, or branches. 

Secure Internet Access (SIA): Enhance security for Internet access with cloud-based 
advance protection from malware, phishing attacks, and other advanced threats.

Secure Remote Access (SRA): Remote workers consume Internet and corporate 
apps via global cloud fabric. Managed devices tunnel traffic with Secure Client while 
unmanaged devices use a browser to safely access private apps. 

Site Interconnect: Interconnect sites, branch users, and apps using Cisco SD-WAN 
interconnections, standard IPSec VPN support and direct SaaS and IaaS Peering.

Secure Connect (SASE)

Benefits:

Easily add remote workers in large group or one by one 

Easy to consume single security subscription with flexible consumption, adaptable 
to business needs

Troubleshoot faster with unified visibility across networking and security

Simple network integration using the Secure Connect Site, Customers onboard 
multiple Meraki SD-WAN network at once in just four clicks

Security protection Cloud-delivered, streamlined security and network capabilities

Fast to deploy simple to manage Global cloud footprint with rock-solid reliability 
and lightning-fast performance

Unparalleled user experience seamless, secure access to any application from any 
device or location

Expand globally with a cloud-native solution that scales as your business grows. 
Secure Connect enables deployment and centralized management across regions

Example SKU:  PL-SECON-SUB 
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Secure Connect Packages:
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https://documentation.meraki.com/CiscoPlusSecureConnect/Cisco__Secure_Connect_-_Private_Applications_and_Networks_Access_Control/Cisco__Secure_Connect_-_Defining_Private_Applications
https://documentation.meraki.com/CiscoPlusSecureConnect/overview
https://documentation.meraki.com/CiscoPlusSecureConnect/overview
https://documentation.meraki.com/CiscoPlusSecureConnect/overview
https://cs.co/1page
https://www.cisco.com/c/en/us/solutions/collateral/enterprise/design-zone-security/sase-sec-connect-dg.html
https://documentation.meraki.com/CiscoPlusSecureConnect/Cisco___Secure_Connect_Pre-configuration_Checklist/Data_Centers
https://salesresources.cisco.com/Link/Content/DCQ9Rf4fMGdcX8Q2p36XPFDq49mj
https://salesresources.cisco.com/Link/Content/DC3m3Phh3b6P9G7DQ7dmbVbqg473
https://developer.cisco.com/meraki/api-v1/get-organization-secure-connect-private-applications/
https://www.cisco.com/c/en/us/products/collateral/plus-as-a-service/secure-connect.html
https://documentation.meraki.com/CiscoPlusSecureConnect/Cisco___Secure_Connect_Troubleshooting_Guides/How_to_Contact_Cisco___Secure_Connect_Support
https://www.youtube.com/playlist?list=PLOaVYwC_uLF6C_Rx5lEQzPFdWIwr-7AGV
https://www.cisco.com/c/en/us/products/plus-as-a-service/secure-connect.html
https://salesresources.cisco.com/Link/Content/DCT9d22J7mHVX82PbWGcRCqFpQC8
https://salesresources.cisco.com/Link/Content/DCfDXgRmbRdVb8FTQ39m3T7JbGc8
https://www.cisco.com/c/en/us/products/collateral/plus-as-a-service/secure-connect-now-ds.html
https://salesresources.cisco.com/Link/Content/DCQ8BCTdGJ6668MW2gV42Fd9C4hG

